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QUESTIONS AND RESPONSES:

Question 1.”Please identify the existing type and quantities of Oracle licenses that the

ITC will provide for the EDIS-II solution, if any.”

Response 1.  USITC requires all licenses to be provided by the offeror.

Question 2.  “May we propose a variety of labor categories rather than just one for the labor rate based CLINs?”

Response 2.  Each labor rate based CLIN shall have one labor rate.  Offeror should choose a labor rate from their GSA Schedule that most effectively reflects the blended levels of skill the vendor anticipates using.  Different CLINs may have different rates.

Question 3. “We anticipate ODC’s to be incurred while performing the Labor Rate based CLINs.  May we include ODC’s with the Labor Rate(s)?”

Response 3.  No. Other Direct Cost’s (ODC) may be shown separately.  However, if ODC’s are not on the GSA schedule they shall be identified as “Open Market.”

Question 4.  “SOW/Section I-4/Page 3: How will the testing be conducted during the IOC installation? Contractor testing/Contractor & PM testing/Beta Testing with user community?”

Response 4.  USITC anticipates contractor testing and Beta Testing with the user community.  The USITC, to include the USITC PM, will not conduct testing, but it is anticipated that the USITC will review and approve test plans and monitor the conduct of testing.

Question 5.  “SOW/Section I-4/Page 3: IOC (and hence contractor payment) is dependent upon the system being turned over the USITC as a ‘system or [of] record’.  How is this milestone agreed upon by the contractor and USITC?” 

Response 5.  IOC is defined in SOW Section 4.1.  The offeror’s proposed implementation plan will define the proposed sequence of events and timing for attaining the components of IOC.  As with all deliverables to the Government, the normal determination of when a deliverable has been successfully provided is made by the COTR.

Question 6.  “Does the 100 simultanious [sic] users requirement include anticipated public users/external registered users?”

Response 6.  Yes.

Question 7.  “SOW/Section III-10.2 Optional Support/Page 9 “The cost of contractual extension of COTS software warranties should be reflected in the cost for Optional Mantenance support services” contradicts Page 5 “Extension of warranties for COTS products will be formally negotiated and purchased between USITC and GSA scheduled COTS contractor”.   Does the Optional Maintenance Support Services include COTS product warrantees?”

Response 7.   SOW/Section III-10.2 Optional Support/Page 9 is correct. Optional Maintenance Support Services CLINs do include the cost of extending COTS warranties – with the exception of warranties for hardware products. 

The first sentence of the last paragraph of the SOW Section 6, Acquisition Strategy should be revised to read “Extension of warranties for COTS Hardware products will be purchased directly by USITC from a GSA scheduled COTS Hardware contractor(s).” 

Question 8.  “Is USITC looking for a particular hardware and operating system platform

to serve the EDIS-II Document Management System.”

Response 8.  No.  However, the USITC marginally prefers an EDIS-II that is compatible with the target architecture as described in SOW Attachment A, Section 3.1.2, Target Architecture.

Question 9.  “The web-based application can execute on many different platforms since

it will be Java based. Is there a specific server type ("windows&intel",

Sun, IBM) and Operating System (Windows NT, Windows 2000, AIX, Solaris,

OS/390)that is preferred over others?”

Response 9.   USITC assumes that the question’s reference to “a specific server type” refers to Java applications servers.  USITC does not have a standard in this domain.

Regarding operating systems, see Question and Response # 8, above.
Question/Issue 10.  “We are still very interested in submitting a response, but at this time

(VENDOR) is formally requesting an extension of the due date to become

Tuesday, October 23, 2001 at 3:00 P.M. Eastern Time.”
Response 10.  At this time USITC does not anticipate extending the due date for vendor responses. 

Clarification:  Some of the System Security requirements in SOW Attachment A, Systems Requirements Specification (SyRS), Section 3.3 are not clearly identified in the table at SOW, Attachment A, Tab 1.  For clarity purposes the following requirements should be added to the Requirements in SOW, Attachment A, Tab 1. Note: Each of  requirements described below is an extract from Section 3.3 of the SyRS. 

Addition To SOW Attachment A, Tab 1

	#
	Description
	Priority

	1.17
	The system shall be able to capture access information from the security system to aid in preparation of an APO listing. (Note: This ties to user list reports)
	1

	1.18
	The system shall use the authentication and access control mechanisms of one of the Single-sign-on centralized management/Web Access Control Products such as Netegrity SiteMinder, Securant, ClearTrust, or other industry leaders in the field.  The system should implement its user database in a directory system that allows replication and synchronization with those products’ centralized user directory systems.
	1

	1.19
	The system shall grant sufficient granular control to assign permissions and track use at the document level.
	1

	1.20
	Changes made in the security system shall be effective within 15 minutes of the change being entered.
	1

	1.21
	The system must include or support encryption of communication between Web clients and the system.
	1
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