

SOW Attachment C


NON-PUBLIC INFORMATION NON-DISCLOSURE AGREEMENT

between

Contractor’s Officer, Representative, Agent, Employee, Subcontractor’s Officer, Representative, Agent, Employee and the U.S. International Trade Commission

1. I, ______________________________ (NAME), intending to be legally bound, and in consideration of being granted access to any computer equipment, operating system, network, software, media, data or documents established, generated, held or used at or by the Commission as may be necessary to perform my official duties under Contract ITC-DO-_______________, do solemnly affirm that I will not divulge (by action, discussion or suggestion) the content or nature of any non-public information disclosed to me or acquired by me in the course of performing my official duties under said contract, to any person other a Commission employee or a Contractor employee who has similarly executed a Non-Public Information Non-Disclosure Agreement, for any purposes, except as required by law, or as authorized by the Commission for a purpose directly associated with my official duties.
2. I will not directly or indirectly use, or allow the use of, such non-public information for any purpose other than a purpose directly associated with my official duties.
3. I will not purchase or sell any stocks, bonds, or other securities, or make any transactions based on such non-public information.
4. I will not transport or communicate, or authorize the transportation or communication of, such non-public information by any means outside the United States.
5. I will takes precautions (consistent with the requirements of said contract) to erase, degause by magnetic means or reformat, all computer media and hardware which contains or may contain non-public information so as to delete or destroy such non-public information before removing such medial or hardware from Commission premises.
6. I understand that all conditions and obligations imposed on me by this Agreement apply during the time I may have access to such non-public information, and at all time thereafter.
7. I understand that unauthorized disclosure, unauthorized use, unauthorized retention or negligent handling of non-public information may cause damage or irreparable injury to the U.S. International Trade Commission and/or parties who participate in proceeding before the U.S. International Trade Commission.
8. I understand that the U.S. International Trade Commission may seek any remedy available to it to enforce this Agreement, including, but not limited to, an application for a court order prohibiting disclosure of information in breach of this Agreement .  I understand that unauthorized disclosure of non-public information may constitute a violation of federal law.
9. I will store nonpublic information I have retained in a locked room, vault, safe, cabinet, or other container when it is not in use.

10. I will return any nonpublic information I have retained no later than two weeks after completion of work on the EDIS-II project.

11. I will notify the Commission of an actual or suspected breach of this agreement.
12. I understand that contractor personnel are not expected to have access to classified information.
13. “Non-public information” includes any information communicated during in camera administrative or judicial proceedings, see 19 C.F.R. §§ 207.23 and 210.44; any “business proprietary information” (“BPI”), “confidential business information” (“CBI”) or other information disclosed under administrative or judicial protective orders, or any information designated by the Commission or labeled as “privileged,” “business proprietary information” (“BPI”) or “confidential business information”(“CBI”), see, e.g., 19 C.F.R. §§ 201.6 and 207.7; 19 U.S.C. § 1677f(b): any “privileged” information, including information exempt from disclosure under the Freedom of Information Act as “predecisional,” see 5 U.S.C. § 552(b), or protected by the attorney-client or attorney work product privileges; any national security information, see 19 C.F.R.  § 201.42, including information designed or labeled as “privileged,” “limited official use,” “confidential,” “secret” or “top secret”; any information protected by the Privacy Act; and any other information otherwise known or which should be known to be of a non-public nature.

14. These restrictions are consistent with and do not supersede, conflict with, or otherwise alter the employee obligations, rights, or liabilities created by Executive Order No. 12958; section 7211 of title 5, U.S.C. (governing disclosures to Congress); section 1034 of title 10, United States Code, as amended by the Military Whistleblower Protection Act (governing disclosure to Congress by members of the military); section 2302(b)(8) of title 5, United States Code, as amended by the Whistleblower Protection Act (governing disclosures of illegality, waste, fraud, abuse or public health or safety threats); the Intelligence Identities Protection Act of 1982 (50 U.S.C. 421 et seq.) (governing disclosures that could expose confidential Government agents); and the statutes which protect against disclosure that may compromise the national security, including sections 641, 793, 794, 798, and 952 of title 18, United States Code, and section 4(b) of the Subversive Activities Act of 1950 (50 U.S.C. 783(b)). The definitions, requirements, obligations, rights, sanctions, and liabilities created by said Executive order and listed statutes are incorporated into this agreement and are controlling.



Name: _______________________________




Signed:  ______________________________




Title: ________________________________




 Firm of




Affiliation: ____________________________




______________________________________




Date: _________________________________ 
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